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HIGHLIGHTS 
Opt In 
Stages™ can send out a notification for a subscriber to opt in to a service or feature.  This will send out 

an email or SMS using an Auto Process with an Opt In URL.  Clicking the URL will opt into the feature, 

and log an Event Code on the Site.  That event code could generate an alarm or use an Auto Process to 

create a Memo. 

The URL is built from variables including Site and Contact Info. 

Auto Process 

A new field has been added for ‘Opt In’.  Once selected, pressing tab or saving will reveal more fields.  

‘Opt In Event Code’ is the Event Code that will be logged to the Site when pressing the URL.  ‘Opt in 

HTML Format’ defines which Email HTML Format houses the HTML Code that will display when the URL 

is pressed.  ‘Opt in HTML Fail Format’ defines which Email HTML Format will be displayed if there is an 

issue with the URL link. 

 
  

In the Body of the Message, the variable ‘[OptInURL]’ is entered to display the formatted URL with the 

Site and Contact Info imbedded. 

If desired, the ‘Opt In Event Code’ can then be set up to trigger a Memo to the Data Entry department to 

update the account to enable the new feature. 

Email HTML Format 

The HTML code for the URLs are defined in the Email HTML Format setup just as an outgoing email 

would be. 

Opt In URL Mask 

A Task Parameter should be entered on Task 11 (Signal Processing) with a Parameter Name of 

‘OptInURLMask’ and a value like ‘https://server/path/{}’ with ‘Server’ and ‘Path’ defined for where the 

Service is hosted.  This will be used as the base for the [OptInURL] variable. The ‘{}’ will be replaced by 

the Auto Process with specific data for that Site and Contact. 

 
 

  



Application Code – SQL Server Control 
The Application Code represents a smaller group within an application #.  For example, the Stages 

Mobile application is within Application #2.  While Application #2 may be running on a specific SQL 

server, we can now define an application like the Stages Mobile application to run on a different SQL 

server.  When switching an application code, the existing session will move to the new SQL server.  

Current users will move to the new SQL server automatically. 

The Application Code must be defined.  (Utilities | stages™| Application Code) 

 
 

AppEngine.Config 
The StagesGateway(s) servicing the Stages Mobile application must be used only for the Stages Mobile 
application.   
The AppEngine.Config must list all SQL servers that may be designated to run this application.   
The Application Code must be set.  In this example, the Application Code is “DealerGroupA”. 

 
 

 

  



SQL Switching 
(Utilities | Server Control| Server Application Control) 
In the example below, Application #2 is running on Server #2 and the Stages Mobile application is 
following Application #2. 

 
 

To move Stages Mobile to Server #1, press the button indicated below: 

 
 

Application #2 is on Server #2 | Stages Mobile application is on Server #1. 

 
 

  



Reset the Application Code to follow the Application #.  The Application Code must be on the same SQL 
server as the Application #.  When connected to this SQL server, there is a function to reset the 
Application Code to follow the Application #. 

 
  



External Application – Integration Platform Users 
Users can be defined on the Integration Platform Setup window (Setup | Device Setup| Integration 
Platform).  These users will have access to the External Application – Application #2 and will be able to 
access any accounts where the Device is assigned to the Integration Platform.  For example, if 
‘alarm.com’ is defined as an Integration Platform, any users defined on the alarm.com Integration 
Platform will have access to all alarm.com accounts. 

 
  



SYSTEM ADMINISTRATION 
External Application – Manually Enter Workstation 
For alarm dispatching in the external application, the autodial feature requires that the application know 
which workstation/extension is running the application.  If this cannot be determined by reverse DNS, 
stages™ can be configured to allow the user to manually identify the workstation. 
User Permission – The user must have the ‘Enter Workstation’ permission. 

 
 

Office – An Office must be defined for the Site Group.  This office must have a list of workstation names 
and extensions.  The Office# must be entered in the Site Group External Administration Options tab. 

 

 
 
 
 
 
 
 
 
 



When logging in, the user is able to select the workstation. 

 
  

  

   



DISPATCH 
Reopen Alarm 
There is a new stages™-generated operator action, ‘Reopen’, which allows a previously full-cleared 
alarm to be reopened.  As an example, after an alarm has been cleared, an operator may receive an 
inbound call from an agency, dealer, or end user requesting some specific further action.  All actions 
taken will still be associated with the originating Alarm#.  If there is a Partial Clear Priority set on this 
operator action, alarms will be reopened with this priority.  Otherwise, the alarm will be reopened with 
the priority of the original alarm. 

 
 

This feature has a new securable: 
SiteAccess / SiteInformation / AlarmHistory / AlarmReopen 

 
 
 

  



Event Code 
Three new Event Code Options have been implemented: 

1) OnTestCat=xxx (where ‘xxx’ represents the Test Category) 
2) ClearTestCat=xxx (where ‘xxx’ represents the Test Category) 
When an event with either of these options is logged, the Device will be placed on test or cleared 
from test. 

 
3) AddDispatchType=xxx (where ‘xxx’ represents the Dispatch Type) 
When an event with this option is logged, the Dispatch Type will be added to the Site. 

 

ASAP Address Override 
A Mail Address with an “ASAP” usage can override fields when sending dispatch to ASAP.  The Name 

field has been added as a field that can be overridden; in this case it will override the Site Name. 

 

 

  



SIGNAL PROCESSING 
XML Signal Service 
Additional security methods have been added to the XML Signal Service. 

 
All XML Signal Service tasks must have one of the following Task Options: 

[LoginApp2] = An Application #2 Username and password is required with each signal. 
[Login] = An Application #1 Username and password is required with each signal. 
[Nologin] = No Login required. 
 

Warning: The Nologin option should only be used when access to the Signal Service webservice is 
controlled by a VPN (or other network configuration) limiting access to a known party. 

 
After the Task Option is set, the task parameters of Login and LoginApp2 can be removed. 

 
 

For the LoginApp2 and Login options, the user sending in XML signals must have permission to send 
signals. 

 
App#1: 

 
 
 

  

 



 

App#2: 

  

 

If the user is an App#2 login, the signal must be for a Site that the user is allowed to access.  When the 

user does not have access to the account, Event Code ‘!013’ will be generated on the Task### account. 

 
 

  



Build URL from Signals 
stages™ can build a targeted URL to display or launch to a Video Platform from an Incoming Signal using 

the Xmit# and Zone when the Signal does not send a URL.  This has been done specifically for Chekt 

Video, but may be potentially used for other platforms as well. 

 

1) In the Device tab in Site Data Entry, the ‘URL Target’ field supports the [Xmit] and [Point] 

variables. 

 
 

2) In the Configuration tab in Site Data Entry, a new Option, ‘Build URL from Signal’, is available. 

  
 

3) In Site Summary and the Action Plan, the URL will be built from the first signal of the Alarm: 

 
 

4) In History, the URL will be built for each signal that matches a zone with the Option to ‘Build the 

URL’, using the format in the Device URL Target. 

 
 

  



Auto Process – Serial Notifications 
A new field, ‘Serial Notify Expire Event Code’ has been added.  Use this field to log an event when there 
is no response to any of the serial notifications. 

 

Operator Action – Ignore Repeat Trips 
A new Operator Action Option, ‘ClearIgnoreRepeat’ has been implemented.  When an operator action 
with this option is logged, all Ignore Repeat entries for the Device will be removed.  When the Point is 
null, matching Event Code/Signal Code combinations will be ignored. 

 

 

  



SETUP 
Jurisdiction Requirements 
(Setup | stages™ Setup | Jurisdiction) 
The Locality Requirements window introduced in the 2.6.4 release to allow the defining of permits at 
the Locality level has been replaced with the Jurisdiction Requirements window.   
New securables are Jurisdiction and JurisdictionWrite. 

 
 

Jurisdiction Types are defined in the corresponding setup window. 
(Setup | stages™ Setup | Jurisdiction Type) 

 
 

 



 
A Site can be assigned a Jurisdiction and its corresponding requirements. 

 
 

Clicking on the ‘Requirements’ hyperlink will display the Jurisdiction Requirements for the Site. 

 
  

The existing Site Audit for Permits will also consider applicable Jurisdiction permit requirements. 

  



Site Group Setup 
Email Addresses can now be entered for a Site Group. 

 
 

SMS Vanity Numbers 
Stages™ now allows for separate phone numbers for sending SMS messages for a Site Group.  This 
requires the SMS phone numbers to be established with the SMS service.  Refer to the field help text for 
more information. 

 
 
 
 
 

 

  



EXTERNAL APPLICATION 
Site Group Setup 
Email Addresses can now be entered for a Site Group. 

 
 

Event Rules can now be entered for a Site Group.   
New securables are XtSiteGroupEventRule and XtSiteGroupEventRuleWrite.  

 
 

Device 
Recurring Alarms and Event Rules can now be entered for a Device.   
New securables are XtDeviceEventRule and XtDeviceEventRuleWrite. 

 
 
 

 

  



MISCELLANEOUS 
New Search Windows 
The ‘Additional Site Groups’ field, (Xmit Code Control | Xmit Assignment | Create Xmit Codes), now 
utilizes a complex search window with input parameters. 

 
 
 

The ‘Zip Select’ field (Mail Address Detail, Site Address, Site Address No Service), now utilizes a complex 
search window with input parameters. 

 
 
 

 

 

 

 

 

 



Alarm Statistics Detail 
The address fields for the Site have been added to the Flyout on the list results. 

 
 

 


